
? What should I expect during the migration to UIS?

After your UIS migration date of February 6th, 2025, you’ll want to keep in mind: 

 • If you are in an active status and have logged in 45 days prior to your migration date, you will  

    receive an email with instructions and a link to create a new username. 

 • Action must be taken before the link expires (within 7 days of being issued) 

 • Once you accept the invitation and click the link, enrollment must be completed within 45      

    minutes. If you do not complete the enrollment process within 45 minutes of clicking the link,  

    you will require intervention by the Bank. 

 • Clicking the link will prompt you to select a new username and create a new password that will be   

    used during all subsequent logins. 

 • After successfully creating your new credentials, you will be prompted to establish your two-factor   

    login method for login (voice or text message, authenticator app, or a security key).

If you do not fit the criteria listed above, you will be handled on an individual basis, with the Bank issuing 

invitation emails on a per-request basis. Once invited, the same credential creation process outlined  

below applies.

1. Migrated or newly-created channel users will receive an enrollment email. 
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2. The username enrollment link will direct you to enter the Company and Login ID provided.

3. You will be prompted to create your Treasury profile and username.
 • Step 1 of User ID: You will complete & verify profile information.

 • Step 2 of User ID: You will create your credentials. This Username and Password will be    

      used for subsequent logins.
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4. You will protect your account with 2-step verification and choose your preferred method. 
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SETTING UP UNIFIED IDENTITY SERVICE (UIS) AND TWO-FACTOR AUTHENTICATION (2FA)

Users will have the option to choose from 3 different verification methods: voice or text message, 
authenticator app, or a security key. 
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5. When complete, you will receive an email confirming 2FA verification setup. 

LINKBANK.COM/TREASURYMANAGEMENT

HAVE QUESTIONS? WE’RE HERE TO HELP! 
Call: (717) 678-7927
Email: TREASURYMANAGEMENT@LINKBANK.COM
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